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Swisscom, NETSCOUT und Ericsson kiindigen weltweit erste Lésung zur Verarbeitung
von 5G-Packet Data in der Cloud an

Diisseldorf (ots) -

e Swisscom, NETSCOUT und Ericsson starken die Transparenz im Mobilfunknetz mit der weltweit ersten
Lésung fir die cloudbasierte Verarbeitung von 5G-Packet Data - und erhéhen damit die Sicherheit von
Netzdiensten, Analysen und Cybersecurity erheblich.

e Durch die Kombination von Ericssons cloud-native 5G-Kernnetz mit eingebauten Software-Probes und
NETSCOUTs vSTREAM adressiert die Lésung die Herausforderung der Branche, 5G-Netze durchgangig zu
beobachten und zu sichern, wenn sie mit Cloudifizierung und Verschliisselung arbeiten.

e Damit kann Swisscom die Bereitstellung neuer und bestehender innovativer unternehmenskritischer Dienste
mit 5G sicherstellen.

Die Datenverarbeitung und die Uberwachung der Netzfunktionen kénnen jetzt in der Cloud erfolgen, dank einer
branchenweit ersten Lésung von Ericsson, Swisscom und NETSCOUT, die automatischen Zugriff auf Packet Data
und die Méglichkeit zur Analyse von Rohdaten bietet.

Da der etablierte Ansatz zur Datenerfassung nicht mehr zeitgemaR ist, wird die aktualisierte Netzl6sung die
traditionelle Funktion des virtualisierten Mobilfunknetzes (bei der der Datenverkehr aus der Cloud geroutet und
auf herkémmliche Weise physisch verarbeitet wird) ablésen. Stattdessen wird eine Cloud-basierte Packet Data-
Verarbeitung und Netzfunktionstiberwachung ermdglicht, was die Sicherheit der Netzdienste, die Analyse und die
Cybersicherheit erheblich verbessert.

Die Loésung wurde in das neu eingerichtete cloud-native, TLS-verschlisselte 5G-Netz von Swisscom eingefiihrt
und integriert Ericssons Dual-Mode 5G Core mit integrierten Software (SW)-Probes und NETSCOUTs vSTREAM.

Ericssons SW-Probe ist eine integrierte virtuelle Netzwerk-Probe-L&sung fiir Cloud-Native-Architekturen, die
speziell fir die Uberwachung und Fehlerbehebung von Cloud-Native-Funktionen (CNFs) entwickelt wurde und
Datenstréme fiir Analysen bereitstellt. Sie bietet zwei Datenquellen: virtuelles Tapping (virtuelle Terminal Access
Points - vTap) und Ereignisberichte. Der vTAP macht Pakete fir Instrumente von Drittanbietern wie NETSCOUTs
vSTREAM verfiigbar, das die Paketdaten in intelligente Daten umwandelt, die fiir Service Assurance, Analysen und
Cybersicherheit erweitert werden kénnen und so verwertbare Informationen fir Betrieb und Technik liefern. Die
Ereignisberichterstattung liefert Metadaten zu Signalisierungsvorgangen, die fiir die Beobachtung und
Fehlerbehebung genutzt werden kénnen.

Diese bahnbrechende Lésung verschafft Swisscom einen besseren Einblick in ihr Cloud-Netz und die Méglichkeit,
Netzpakete an strategischen Punkten innerhalb eines Netzwerks zu erfassen. Kontinuierliche Uberwachung und
tiefgreifende Analysen von Netzwerken sind fiir die Gewahrleistung der Netz- und Teilnehmersicherheit, die
Fehlerbehebung und die Sicherheitsiiberwachung unerlasslich. Dies wiederum wird Swisscom dabei helfen, das
Kundenerlebnis zu verbessern, die Gesamtbetriebskosten (TCO) deutlich zu senken, sensible Daten zu schitzen
und neue und bestehende 5G-Dienste in der Cloud bereitzustellen, einschlieRlich des automatischen Zugriffs auf
Paketdaten und RAW-Daten in Klarschrift.

Michael Berger, Director of SRE & Tooling, Swisscom, sagt: "Um das Kundenerlebnis zu verbessern und neue und
erweiterte Dienste anzubieten, brauchten wir ein Netz, das schnelleren und zuverldssigeren Zugang bietet. Im
Rahmen unserer 5G-Reise haben wir uns fur die Zusammenarbeit mit Best-of-Breed-Partnern entschieden, um
unsere Architektur zukunftssicher zu machen, unseren Betrieb zu vereinfachen und unsere Innovationsfahigkeit zu
verbessern. Wir haben eng mit unseren Partnern Ericsson und NETSCOUT zusammengearbeitet, um diese L&sung
voranzutreiben. Swisscom sichert damit die Qualitat des Netzes fir die Schweiz, was das Netz und damit die
Leistungsfahigkeit der Dienste optimiert."

Martin Birki, Geschaftsfihrer von Ericsson in der Schweiz, sagt: "Swisscom, Ericsson und NETSCOUT haben sich
der Herausforderung gestellt, in 5G-Netzen mit Cloudifizierung und Verschlisselung eine durchgéngige
Transparenz zu schaffen. Mit dieser Transparenz kann Swisscom nun die Bereitstellung neuer und bestehender



innovativer unternehmenskritischer Dienste mit 5G sicherstellen."
Uber Ericsson

Ericsson ist Weltmarktfihrer auf dem Gebiet der Kommunikationstechnologie und -dienstleistungen mit
Firmenzentrale in Stockholm, Schweden. Kerngeschéft ist das Ausriisten von Mobilfunknetzen. Das Portfolio des
Unternehmens umfasst unter anderem die Geschéaftsbereiche Networks; Cloud Software and Services sowie
Enterprise Wireless Solutions and Technologies & New Businesses. Die Innovationsinvestitionen von Ericsson
haben den Nutzen des Mobilfunks fir Milliarden Menschen weltweit nutzbar gemacht. Das Unternehmen hilft
seinen Kunden dabei, die Digitalisierung voranzutreiben, die Effizienz zu steigern und neue Einnahmequellen zu
erschlieen.

Das 1876 gegriindete Unternehmen beschaftigt weltweit rund 101.000 Mitarbeiterinnen und Mitarbeiter und
arbeitet mit Kunden in 180 Landern zusammen. 2021 erwirtschaftete Ericsson einen Nettoumsatz von 232,3
Milliarden SEK. Ericsson ist an der NASDAQ in Stockholm und New York gelistet.

Ericsson ist an einem GroRteil aller kommerziell eingefiihrten 5G-Livenetze beteiligt. Zu den 130 durch Ericsson
unterstitzten 5G-Livenetzen weltweit zdhlen unter anderem auch Netze in Deutschland und der Schweiz.

www.ericsson.com/5G
Uber SWISSCOM

Swisscom ist das fiihrende Telekommunikations- und eines der fithrenden IT-Unternehmen der Schweiz mit Sitz in
Ittigen nahe der Hauptstadt Bern. Ausserhalb der Schweiz ist Swisscom mit Fastweb in Italien prasent. Im ersten
Halbjahr 2022 erzielten rund 19'000 Mitarbeitende einen Umsatz von CHF 5'494 Millionen. Swisscom gehért zu
51% dem Bund und ist eines der nachhaltigsten und innovativsten Unternehmen der Schweiz.

www.swisscom.ch/5G
Uber NETSCOUT

NETSCOUT SYSTEMS, INC. (NASDAQ: NTCT) schiitzt die vernetzte Welt vor Cyberangriffen und
Leistungsunterbrechungen durch fortschrittliche Netzwerkerkennung und -reaktion sowie durchgéngige
Netzwerksichtbarkeit. Angetrieben von unserer bahnbrechenden Deep Packet Inspection im groRen MaRstab,
bedienen wir die weltweit gréRten Unternehmen, Service Provider und Organisationen des 6ffentlichen Sektors.
Erfahren Sie mehr unter www.netscout.com oder folgen Sie @NETSCOUT auf LinkedIn, Twitter oder Facebook.

©2022 NETSCOUT SYSTEMS, INC. Alle Rechte vorbehalten. NETSCOUT, das NETSCOUT-Logo, Guardians of the
Connected World, Adaptive Service Intelligence, Arbor, ATLAS, Cyber Threat Horizon, InfiniStream, nGenius,
nGeniusONE und Omnis sind eingetragene Marken oder Marken von NETSCOUT SYSTEMS, INC. und/oder seinen
Tochtergesellschaften und/oder verbundenen Unternehmen in den USA und/oder anderen Landern. Erwdhnte Marken
von Drittanbietern sind das Eigentum ihrer jeweiligen Inhaber.
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